DECYZJA NR ……….

DYREKTORA BIURA ŁĄCZNOŚCI I INFORMATYKI

KOMENDY GŁÓWNEJ POLICJI

z dnia ………………………… 2022 r.

zmieniająca decyzję w sprawie szczegółowej struktury organizacyjnej i schematu organizacyjnego Biura Łączności i Informatyki Komendy Głównej Policji, podziału zadań między dyrektorem a jego zastępcami oraz katalogu zadań komórek organizacyjnych

Na podstawie § 12 ust. 1 zarządzenia nr 2 Komendanta Głównego Policji z dnia 1 kwietnia 2016 r. w sprawie regulaminu Komendy Głównej Policji ([Dz. Urz. KGP poz. 13](https://sip.legalis.pl/document-view.seam?documentId=mfrxilrtgm2tsnbxgq3di), z późn. zm.[[1]](#footnote-1))) postanawia się, co następuje:

**§ 1.** W decyzji nr 97 Dyrektora Biura Łączności i Informatyki Komendy Głównej Policji z dnia 27.05.2020 r. w sprawie szczegółowej struktury organizacyjnej i schematu organizacyjnego Biura Łączności i Informatyki Komendy Głównej Policji, podziału zadań między dyrektorem a jego zastępcami oraz katalogu zadań komórek organizacyjnych, zmienionej decyzją nr 184 Dyrektora Biura Łączności i Informatyki Komendy Głównej Policji z dnia 26 października 2021 r., wprowadza się następujące zmiany:

1. w § 1 w ust. 1 pkt 4 otrzymuje brzmienie:

„4) Wydział Cyberbezpieczeństwa, w skład którego wchodzą:

1. Sekcja Centralnych Systemów Internetowych,
2. Zespół do spraw Obsługi Incydentów Cyberbezpieczeństwa w Poznaniu;”;
3. w § 5 po pkt 5 dodaje się pkt 5a w brzmieniu:

„5a) projektowanie i wdrażanie rozwiązań teleinformatycznych w obszarze zapewnienia oczekiwanego poziomu cyberbezpieczeństwa zasobów informacyjnych w Policji;”;

1. w § 8 po ust. 2 dodaje się ust. 3 w brzmieniu:

„3. Do zadań Zespołu do spraw Obsługi Incydentów Cyberbezpieczeństwa w Poznaniu, należy w szczególności:

1. bieżący monitoring systemów bezpieczeństwa pozostających we właściwości Wydziału;
2. zaawansowana obsługa incydentów cyberbezpieczeństwa w jawnych systemach i sieciach teleinformatycznych Policji;
3. koordynacja, inicjowanie i uruchamianie procedur reagowania na incydenty w jawnych systemach i sieciach teleinformatycznych Policji;
4. zabezpieczanie śladów cyfrowych związanych z incydentami cyberbezpieczeństwa;
5. korelacja danych oraz prowadzenie analiz cyberbezpieczeństwa;
6. rozpoznawanie w sieci Internet zagrożeń cyberbezpieczeństwa w stosunku do systemów Policji;
7. formułowanie wytycznych i standardów w zakresie architektury bezpieczeństwa systemów teleinformatycznych Policji;
8. wspieranie działań komórek organizacyjnych KGP oraz KWP Poznań w obszarze osiągania zdolności do zapewnienia bezpieczeństwa cyberprzestrzeni Policji;
9. stosowanie zaakceptowanych środków technicznych i organizacyjnych oraz narzędzi do zdalnego zarządzania i kontroli konfiguracji sieci i systemów teleinformatycznych;
10. realizowanie zadań związanych z wymianą informacji w ramach Punktu Kontaktowego ds. ataków na systemy teleinformatyczne (zgodnie z dyrektywą Parlamentu Europejskiego i Rady 2013/40/UE z dnia 12 sierpnia 2013 r.);
11. prowadzenie portali informacyjnych na potrzeby obsługi incydentów komputerowych dla jawnych systemów i sieci teleinformatycznych Policji;
12. organizowanie szkoleń z zakresu reagowania na incydenty komputerowe;
13. udzielanie opinii dotyczącej nowych projektów teleinformatycznych Policji w zakresie cyberbezpieczeństwa.”;
14. w § 11w ust. 2 w pkt 4-7 otrzymują brzmienie:

„4) obsługa użytkowników końcowych w zakresie zapewnienia dostępu do sieci LAN w obiektach KGP, a także dla Biura Spraw Wewnętrznych Policji, zwanego dalej „BSWP”, Centralnego Biura Śledczego Policji, zwanego dalej „CBŚP”, CPKP BOA, CLKP i Centralnego Biura Zwalczania Cyberprzestępczości, zwanego dalej „CBZC”;

1. usuwanie awarii w eksploatowanej infrastrukturze aktywnej i pasywnej sieci LAN w obiektach KGP, a także dla BSWP, CBŚP, CPKP BOA, CLKP i CBZC;
2. rozbudowa i modernizacja infrastruktury aktywnej sieci LAN w obiektach KGP, a także BSWP, CBŚP, CPKP BOA, CLKP i CBZC;
3. udział w rozbudowie i modernizacji infrastruktury pasywnej sieci LAN w obiektach KGP, a także BSWP, CBŚP, CPKP BOA, CLKP i CBZC, realizowanej przez BLP KGP;”;
4. w § 12:
5. w ust. 1 pkt 3 otrzymuje brzmienie:

„3) organizowanie łączności radiowej, zgodnie z potrzebami zgłaszanymi przez komórki organizacyjne KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, mające siedzibę na obszarze działania Komendanta Stołecznego Policji;”,

1. w ust. 4:

**-** pkt 1 otrzymuje brzmienie:

„1) wykonywanie zadań związanych z instalacją i eksploatacją urządzeń infrastruktury radiowej dla potrzeb komórek organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, mających siedzibę na obszarze działania Komendanta Stołecznego Policji;”,

**-** pkt 3 otrzymuje brzmienie:

„3) dokonywanie przeglądów i pomiarów elementów infrastruktury radiokomunikacyjnej na rzecz komórek organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, mających siedzibę na obszarze działania Komendanta Stołecznego Policji;”,

**-** pkt 5 i 6 otrzymują brzmienie:

„5) przygotowywanie do eksploatacji, uruchamianie oraz utrzymywanie w ciągłej sprawności technicznej urządzeń łączności radiowej eksploatowanych w komórkach organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, mających siedzibę na obszarze działania Komendanta Stołecznego Policji;

6) dokonywanie montażu i demontażu radiotelefonów w środkach transportu i obiektach użytkowanych przez komórki organizacyjne KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, mających siedzibę na obszarze działania Komendanta Stołecznego Policji;”,

**-** pkt 8 otrzymuje brzmienie:

„8) opracowywanie instrukcji w zakresie konfiguracji oraz instalacji i deinstalacji radiotelefonów w sprzęcie transportowym i obiektach użytkowanych przez komórki organizacyjne KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, mające siedzibę na obszarze działania Komendanta Stołecznego Policji;”,

**-** pkt 16 i 17 otrzymują brzmienie:

„16) prowadzenie gospodarki zbędnymi i zużytymi składnikami majątku ruchomego w zakresie sprzętu radiokomunikacyjnego przy współpracy z komórkami organizacyjnymi KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, mającymi siedzibę na obszarze działania Komendanta Stołecznego Policji;

1. prowadzenie postępowań o udzielenie zamówień publicznych na zakup sprzętu radiokomunikacyjnego oraz usług poniżej wartości progowej określonej w przepisach ustawy na potrzeby komórek KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, mających siedzibę na obszarze działania Komendanta Stołecznego Policji;”;
2. w § 14:
3. w pkt 1:

– lit. a otrzymuje brzmienie:

„a) realizowanie zadań związanych z wypełnianiem potrzeb komórek organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP, CBZC i pozostałych jednostek organizacyjnych Policji w obszarze obejmującym wyposażenie w sprzęt końcowy komputerowy, peryferyjny (urządzenia drukujące, monitory, skanery, zasilacze awaryjne), oprogramowanie, akcesoria, podzespoły i materiały eksploatacyjne informatyki w zakresie właściwości wydziału,”,

– lit. c-e, otrzymują brzmienie:

„c) konfigurowanie, naprawa, modernizacja i konserwacja sprzętu komputerowego oraz urządzeń peryferyjnych użytkowanych w komórkach organizacyjnych KGP, CBŚP, BSWP,CPKP BOA, CLKP i CBZC, zgodnie z obowiązującymi w tym zakresie przepisami,

1. podłączanie, przenoszenie i konfiguracja urządzeń dostępowych Policyjnej Sieci Transmisji Danych i Internet oraz do sieci lokalnej danej komórki organizacyjnej KGP, CBŚP,BSWP, CPKP BOA, CLKP i CBZC,
2. administrowanie urządzeniami wielofunkcyjnymi, pozostającymi we właściwości biura, w komórkach organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC,”,

– lit. g i h otrzymują brzmienie:

„g) weryfikowanie oprogramowania zainstalowanego na sprzęcie informatycznym w komórkach organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC,

1. nadzór nad prawidłową realizacją umów na gwarancyjne i pogwarancyjne usługi naprawcze sprzętu informatycznego na potrzeby komórek organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC oraz jednostek organizacyjnych Policji w ramach zakupów centralnych, w tym zgłaszanie i wydawanie sprzętu do naprawy oraz przyjmowanie po naprawie,”;
2. w pkt 2:

– lit. a otrzymuje brzmienie:

„a) realizowanie zadań związanych z wypełnianiem potrzeb komórek organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP, CBZC i pozostałych jednostek organizacyjnych Policji w obszarze obejmującym wyposażenie w końcowe urządzenia telefonii stacjonarnej i komórkowej, akcesoria, podzespoły i materiały eksploatacyjne łączności w zakresie właściwości wydziału,”,

– lit. c-e otrzymują brzmienie:

„c) instalowanie i utrzymywanie w sprawności technicznej sprzętu abonenckiego, pracującego w SŁR, resortowej oraz innych operatorów na potrzeby komórek organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, Ministerstwa Spraw Wewnętrznych i Administracji oraz naczelnych organów administracji rządowej na terenie miasta stołecznego Warszawy,

1. instalowanie i utrzymywanie w sprawności technicznej urządzeń dyspozytorskich opartych na centralach małonumerowych, centrali policyjnej i rządowej na potrzeby komórek organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, Ministerstwa Spraw Wewnętrznych i Administracji oraz naczelnych organów administracji rządowej na terenie miasta stołecznego Warszawy,
2. obsługa komórek organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, w zakresie funkcjonowania usług i sprzętu telefonii komórkowej, zgodnie zobowiązującymi w tym zakresie przepisami,”,

– lit. m otrzymuje brzmienie:

„m) nadzór nad prawidłową realizacją umów na gwarancyjne i pogwarancyjne usługi naprawcze sprzętu łączności na potrzeby komórek organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC oraz innych jednostek organizacyjnych Policji, w ramach zakupów centralnych, w tym zgłaszanie i wydawanie sprzętu do naprawy oraz przyjmowanie po naprawie”,

1. w pkt 3:

– lit. a otrzymuje brzmienie:

„a) realizowanie zadań związanych z wypełnianiem potrzeb komórek organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC oraz pozostałych jednostek organizacyjnych Policji, w obszarze obejmującym oprogramowanie stanowiskowe, oprogramowanie specjalistyczne, dostęp do komercyjnych usług teleinformatycznych świadczonych przez zewnętrzne podmioty, w zakresie właściwości wydziału,”,

– lit. c otrzymuje brzmienie:

„c) współpraca z lokalnymi administratorami mienia informatycznego w komórkach organizacyjnych KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC, w zakresie prowadzonej ewidencji,”,

– lit. k otrzymuje brzmienie:

„k) prowadzenie gospodarki zbędnymi i zużytymi składnikami majątku ruchomego w zakresie sprzętu łączności, informatyki i telefonii komórkowej oraz oprogramowania przy współpracy z komórkami organizacyjnymi KGP, CBŚP, BSWP, CPKP BOA, CLKP i CBZC,”.

1. załącznik do decyzji otrzymuje brzmienie określone w załączniku do niniejszej decyzji.

§ 2. Decyzja wchodzi w życie z dniem podpisania, z mocą od dnia 1 lutego 2022 r.

**Uzasadnienie**

Zmiana decyzji dyrektora Biura Łączności i Informatyki Komendy Głównej Policji, zwanego dalej „BŁiI KGP”, w sprawie szczegółowej struktury organizacyjnej i schematu organizacyjnego BŁiI KGP, podziału zadań między dyrektorem a jego zastępcami oraz katalogu zadań komórek organizacyjnych, wynika z wprowadzonych z dniem 01 lutego 2022 r. w BŁiI KGP zmian organizacyjno-etatowych – *Rozkazem organizacyjnym nr 3/22 z dnia 28 stycznia 2022 r.,* których głównym celem jest zagwarantowanie sprawnej i efektywnej realizacji zadań, przede wszystkim poprzez optymalizację struktury biura oraz racjonalizację w zakresie wykorzystania posiadanych w BŁiI KGP zasobów kadrowych.

Ponadto, zmiana decyzji uwzględnia zmiany w strukturze Policji, które nastąpiły w związku z wejściem w życie ustawy o zmianie ustawy o Policji oraz niektórych innych ustaw w związku z powołaniem Centralnego Biura Zwalczania Cyberprzestępczości (Dz. U. z 2021 r. poz. 2447) zgodnie z którą tworzy się Centralne Biuro Zwalczania Cyberprzestępczości (CBZC) jako jednostkę organizacyjną Policji.

Wejście w życie przedmiotowej decyzji nie spowoduje skutków finansowych dla budżetu Policji.

1. ) Zmiany wymienionego zarządzenia zostały ogłoszone w Dz. Urz. KGP z 2016 r. poz. 69, z 2017 r. poz. 44, z 2018 r. poz. 2, 106, i 126, z 2019 r. poz. 105 i 126, z 2020 r. poz. 16, z 2021 r. poz. 15, 57 i 101 oraz z 2022 r. poz. 88. [↑](#footnote-ref-1)